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# 

# Purpose

This policy is provided to define standards for accessing corporate information technology resources from outside the network. This includes access for any reason from the employee's home, remote working locations, while traveling, etc.

# Scope

This policy applies to all employees, contractors, subcontractors, consultants, temporaries, guests, and any third party that uses <Company> information assets or information resources and services.

# Policy

## Prohibited Actions

Remote access to corporate systems is only to be offered through a company-provided means of remote access in a secure fashion. The following are specifically prohibited:

* Installing any remote access devices on a company system without approval.
* Remotely accessing corporate systems with the remote desktop tools without approval.
* Use of non-company-provided remote access software.

## Network Access

* There are no restrictions on what information or network segments users can access when working remotely, however, the level of access should not exceed the access a user receives when working in the office.
* Working with clients information should be performed through VPN only in order to protect the data from malicious scenarios.

Currently <Company> uses <Firewall> to provide employees remote network access. The VPN relies on the TLS protocol and is segregated into several purpose subconnections:

* Engineers and developers
* Sales and Marketing
* Management
* SOC Analytics

In order to add an additional layer of security MFA is configured for accessing VPN profiles.

The usage instruction is available for all employees and contractors of <Company>.

# Disciplinary actions

Employees who violate this policy may face disciplinary consequences in proportion to their violation. Management will determine how severe an employee’s offense is and take the appropriate action.

# Change, Review, and Update

This policy shall be reviewed once every year unless the owner considers an earlier review necessary to ensure that the policy remains current. Changes to this policy shall be exclusively performed by the ISMS Manager and approved by the ISMS Committee.

# Responsibility

This is the responsibility of the ISMS Manager to maintain and make sure everyone is aware of this policy.

# Reference

* ISO 27001 A.9.1.1 Access Control

# Related Documents

* <Company> Password Management Policy